INFORMATIVA PER IL PERSONALE

*Informativa relativa al trattamento dei dati personali relativi alle persone fisiche che svolgono attività lavorative o di collaborazione, anche occasionale o di carattere professionale, per l'Università degli Studi Roma Tre.*

*La presente informativa potrà essere soggetta ad eventuali aggiornamenti. La versione aggiornata è sempre disponibile all’indirizzo:* [*http://www.uniroma3.it/privacy/*](http://www.uniroma3.it/privacy/)
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# Informativa INFORMATIVA

L’Università degli studi Roma Tre, con sede in via Ostiense 159, 00154 Roma, Italia, C.F. e P.I. n. 04400441004 (di seguito, "**Università**"), in osservanza delle disposizioni del Regolamento UE 2016/679 (*General Data Protection Regulation*, di seguito "**GDPR**"), con il presente atto, informa i soggetti interessati sulle modalità di trattamento dei dati personali raccolti. Per "**soggetti interessati"**, "**interessati**" o **"lavoratori"** si intendono le persone fisiche aventi un rapporto di lavoro, anche a tempo determinato o di natura occasionale, con l’Università (ad esempio il personale docente, il personale tecnico, amministrativo e bibliotecario, i docenti a contratto, gli assegnisti di ricerca, i tutor nonché, limitatamente alle attività di collaborazione, gli studenti).

Le informative relative ad altre categorie di interessati sono disponibili in allegato al Regolamento di Ateneo sulla privacy nonché all'indirizzo internet http:/www.uniroma3.it/privacy/.

# Titolare e Responsabile TITOLARE DEL TRATTAMENTO

Titolare del trattamento dei dati personali è l’Università, come sopra definita rappresentata dal Rettore *pro tempore*, domiciliato per la carica presso la sede della stessa. È possibile contattare il titolare del trattamento via e-mail scrivendo all'indirizzo privacy@uniroma3.it e PEC privacy@ateneo.uniroma3.it.

# Titolare e Responsabile **RESPONSABILE DELLA PROTEZIONE DEI DATI**

Il responsabile della protezione dei dati ("**RPD**" o "**DPO**") è reperibile ai seguenti recapiti: e-mail rpd@uniroma3.it e PEC rpd@ateneo.uniroma3.it.

# Finalità e base giuridica FINALITA’ DEL TRATTAMENTO E BASE GIURIDICA

L’Università provvede alla raccolta e al trattamento dei dati personali degli interessati sulla base delle esigenze connesse allo svolgimento dei compiti istituzionali di pubblico interesse di cui è investita, delle esigenze precontrattuali e contrattuali, degli obblighi derivanti da un contratto o dalla normativa vigente, nonché sulla base del consenso dei singoli interessati, ove necessario.

In particolare, l’Università tratta i dati per le seguenti finalità:

* + selezione del personale o affidamento di incarichi;
	+ gestione del rapporto di lavoro, ivi inclusi i trattamenti connessi all'adempimento agli obblighi relativi agli oneri fiscali e previdenziali nonché agli obblighi sanciti dalla contrattazione collettiva;
	+ gestione della carriera lavorativa;
	+ gestione di progetti di ricerca o di raccolta fondi;
	+ monitoraggio e valutazione della ricerca;
	+ attività di trasferimento tecnologico;
	+ erogazione di agevolazioni, servizi fiscali o qualsiasi iniziativa diretta a garantire la sicurezza e il benessere del personale (es. assegni familiari, rimborsi per asili nido e scuola, mobilità);
	+ gestione delle procedure elettive e dei compiti inerenti la carica elettiva ricoperta negli organi dell’Università;
	+ utilizzo dei servizi informatici e accesso ai laboratori e ad altre strutture protette;
	+ utilizzo dei servizi di telefonia fissa, mobile e di comunicazione;
	+ utilizzo dei servizi bibliotecari;
	+ organizzazione e gestione delle attività sportive e culturali;
	+ applicazione delle misure di sicurezza degli ambienti di lavoro;
	+ applicazione di procedimenti di natura disciplinare;
	+ gestione e amministrazione delle attività di formazione;
	+ monitoraggio della valorizzazione delle diversità e delle pari opportunità (nella misura consentita dalla normativa applicabile);
	+ sondaggi condotti anonimamente e su base aggregata;
	+ gestione della rubrica e degli elenchi interni all'Università, per la pubblicazione sulla Intranet o sui biglietti da visita di Ateneo o sulle comunicazioni all'esterno;
	+ gestione della sicurezza (ad es., gestione dei sistemi di videosorveglianza);
	+ adempimento degli obblighi di pubblicità, trasparenza e diffusione di informazioni da parte delle pubbliche amministrazioni (cd. "amministrazione trasparente");
	+ amministrazione della mobilità dello staff (es. gestione viaggi, trasferte).

In taluni casi il conferimento dei dati è obbligatorio in quanto necessario per il perseguimento delle finalità sopra menzionate, nonché all’adempimento di specifici obblighi di legge.

Infine, potranno essere trattati dati personali anche laddove ciò dovesse rendersi necessario per accertare, esercitare o difendere un diritto in sede giudiziaria o per la gestione di eventuali reclami, per la repressione e il contrasto alle frodi e di qualsiasi altra attività illecita o perché richiesto dalle autorità competenti.

# Fonti FONTI DEL TRATTAMENTO E CATEGORIE DI DATI

I dati personali dei soggetti interessati possono essere raccolti presso l'interessato (ad es. all’atto della sottoscrizione del contratto o della richiesta di specifici servizi) oppure presso soggetti terzi (es. controllo delle autocertificazioni, acquisizione dall’INPS delle informazioni contenute nella Dichiarazione Sostitutiva Unica ai fini della concessione di agevolazioni, ecc.) per il perseguimento di scopi istituzionali, in ottemperanza a specifici obblighi di legge, secondo l'interesse pubblico rilevante dell'Università o altra base giuridica.

Nello specifico, tra i dati trattati dall'Università vi rientrano le seguenti categorie di dati:

* dati comuni, quali i dati identificativi;
* dati particolari, quali i dati relativi allo stato di salute;
* dati giudiziari, intesi quali dati relativi a condanne penali, a reati o a connesse misure di sicurezza.

I dati raccolti potrebbero includere informazioni quali:

* dati identificativi, ivi inclusi, nome, cognome, genere, titolo, stato coniugale, indirizzo, paese di residenza, numero di telefono/fax, indirizzo e-mail, data e luogo di nascita, contatti di emergenza, paese di nascita;
* dati contenuti nelle autocertificazioni trasmesse all'Università, nei certificati richiesti d’ufficio alle pubbliche amministrazioni che li detengono ordinariamente;
* ruolo, mansioni, orario di lavoro, orari di entrata e uscita, presenze, assenze, missioni, ferie programmate, etc.;
* dati oggetto di corrispondenza con gli uffici universitari (ivi incluse le domande concernenti l’Area competente per la gestione delle risorse umane);
* informazioni contenute nella domanda di assunzione e nei moduli di candidatura (ad esempio informazioni contenute nel CV, ivi incluse esperienze precedenti, informazioni relative all'istruzione, hobby e interessi, referenze, qualifiche accademiche e professionali);
* informazioni sulle performance dell'attività lavorativa (ivi incluse valutazioni, registri concernenti lo svolgimento di attività di formazione o di apprendimento);
* informazioni relative a procedimenti disciplinari;
* foto/immagini ottenute o scattate nell'ambito delle attività dell'Università;
* immagini raccolte dalle telecamere di videosorveglianza (CCTV)
* informazioni concernenti la remunerazione e i dettagli di conto bancario;
* dati fiscali e previdenziali;
* dettagli relativi a congedi di maternità, paternità e/o adozione;
* informazioni relative all'uso e all'accesso a sistemi informatici e informazioni relative ai dati di traffico telefonico;
* informazioni relative agli accessi a parcheggi o varchi riservati;
* dettagli forniti nelle notifiche di *whistleblowing*.

Inoltre, in aggiunta ai così detti dati comuni (quali, ad esempio, i dati identificativi dell’interessato), per le finalità di trattamento sopra indicate potranno essere raccolti e trattati, previa individuazione di idonea base giuridica o su istanza dell'interessato, particolari categorie di dati inerenti:

* dati particolari, quali i dati relativi allo stato di salute dei soggetti interessati, ivi incluse le informazioni rispetto alla malattia e alle disabilità;
* dati personali relativi a condanne penali, a reati o a connesse misure di sicurezza, secondo quanto previsto dalla normativa vigente;
* l’orientamento sessuale (nel caso di eventuali rettificazioni di attribuzione di sesso);
* dati sull'appartenenza sindacale (quando rilevante, ad esempio per le ritenute sindacali.

# Conservazione PERIODO DI CONSERVAZIONE DEI DATI

I dati personali raccolti saranno conservati dall’Università per il periodo di tempo necessario al conseguimento delle finalità per le quali sono raccolti e trattati o nei termini previsti da leggi, norme e regolamenti nazionali e comunitari a cui l'Università è tenuta ad attenersi (es. normativa di carattere contabile e fiscale, etc.).

#  DESTINATARI DEI DATI

I dati trattati per le finalità di cui sopra verranno trattati dal personale dell’Università, debitamente istruito e limitatamente a quanto necessario per l'espletamento dei rispettivi compiti. Ciò include, ad esempio, i docenti, i dipendenti e i collaboratori assegnati ai competenti uffici dell’Università, eventuali soggetti esterni che in qualità di incaricato prestano attività per conto dell'Università.

Inoltre, l'Università si avvale del supporto di fornitori esterni per l’erogazione di specifici servizi strumentali alla realizzazione delle proprie attività istituzionali. Tali soggetti sono nominati dall'Università quali Responsabili del Trattamento e possono accedere ai soli dati necessari e indispensabili per l’erogazione del servizio richiesto, secondo gli obblighi loro imposti dalla normativa vigente e dalle disposizioni contrattuali poste in essere dall'Università a garanzia della protezione dei dati personali. In particolare, trattano i dati degli interessati in tale veste:

* fornitori di servizi e/o prodotti informatici (es. sistemi per la gestione della carriera lavorativa e delle piattaforme di e-learning, assistenza agli utenti sull’utilizzo dei servizi, erogazione dei servizi di posta elettronica, conservazione dei dati, ecc.);
* fornitori dei servizi di cassa e di tesoreria (es. per l’esecuzione dei mandati di pagamento);
* fornitori di servizi logistici per l’organizzazione di cerimonie ed eventi e procedure di selezione;
* fornitori di servizi tecnico-amministrativi;
* fornitori di servizi assicurativi;
* consulenti e professionisti terzi (es. avvocati, commercialisti, ecc.).

Inoltre, l’Università può comunicare i dati personali di cui è titolare del trattamento ad altre amministrazioni pubbliche, qualora queste debbano trattare i medesimi per eventuali procedimenti di propria competenza istituzionale, nonché a tutti quei soggetti pubblici o privati ai quali, in presenza dei relativi presupposti, la comunicazione è prevista obbligatoriamente da disposizioni comunitarie, norme di legge o regolamento. Tali soggetti tratteranno i dati personali in qualità di autonomi titolari del trattamento. Pertanto, gli interessati potranno rivolgersi ad essi per far valere, ove applicabili, l'esercizio dei diritti di accesso, rettifica, cancellazione, limitazione del trattamento, portabilità od opposizione. Tra questi soggetti sono compresi, a titolo esemplificativo e non esaustivo:

* amministrazioni statali, quali il Ministero dell'Istruzione, dell'Università e della Ricerca, il Ministero degli Affari Esteri, il Ministero del Lavoro, l’Agenzia delle Entrate, l'Avvocatura dello Stato, le Questure, le Ambasciate, le Procure della Repubblica, gli Istituti penitenziari;
* forze di polizia, l'autorità giudiziaria, gli organismi di informazione e sicurezza;
* enti pubblici non economici, quali INAIL ed enti previdenziali;
* società o consorzi partecipati dall’Università

Al di fuori dei predetti casi, i dati personali non vengono in nessun modo e per alcun motivo comunicati o diffusi a terzi.

Infine, i dati personali degli interessati non sono generalmente oggetto di trasferimento verso Paesi o organizzazioni internazionali al di fuori del territorio dell'Unione Europea. Laddove i dati personali trattati dovessero essere trasferiti al di fuori del territorio dell’Unione Europea, tale trasferimento sarà compiuto esclusivamente sulla base dell’esistenza di garanzie appropriate e opportune secondo quanto previsto dal GDPR (es. Clausole Contrattuali Standard, iscrizione al Privacy Shield, etc).

# Diritti DIRITTI DELL’INTERESSATO

Ogni interessato ha diritto di richiedere all'Università l'esercizio dei diritti previsti dal GDPR. In particolare, si tratta dei diritti di accesso, rettifica, cancellazione nonché del diritto alla portabilità dei dati, del diritto di limitazione del trattamento e del diritto di opposizione al trattamento, ove ne ricorrano i presupposti. Per ottenere maggiori informazioni sul trattamento dei propri dati personali o esercitare i suoi diritti, l’interessato ha diritto a contattare l'Università ai recapiti sopra indicati.

Di seguito è fornita una breve esplicazione dei diritti riconosciuti ai soggetti interessati dal trattamento:

* il diritto di accesso consente all’interessato di ottenere conferma che sia o meno in corso un trattamento dei suoi dati personali da parte dell'Università e, se del caso, accedere a tali dati e alle informazioni ad essi relative;
* il diritto di rettifica consente all’interessato di ottenere la modifica dei dati personali inesatti che lo riguardano senza ingiustificato ritardo e, tenuto conto delle finalità del trattamento, di ottenere l'integrazione dei dati personali incompleti;
* il diritto alla cancellazione consente all’interessato di ottenere la cancellazione dei dati che lo riguardano senza ingiustificato ritardo (ad es. quando i suoi dati personali non sono più necessari in relazione alle finalità per cui sono stati raccolti), fatte salve le eccezioni previste dalla normativa applicabile (es. quando la conservazione dei dati è necessaria per il rispetto di obblighi di legge applicabili all'Università);
* il diritto alla portabilità dei dati consente all’interessato, in determinate circostanze previste dalla normativa applicabile, di ricevere in un formato strutturato, di uso comune e leggibile da dispositivo automatico i dati personali che lo riguardano e che egli ha fornito all'Università.
* il diritto alla limitazione del trattamento consente all’interessato, in determinate circostanze previste dalla normativa applicabile, di ottenere la limitazione del trattamento dei propri dati personali.
* Il diritto di opposizione al trattamento consente all’interessato, in determinate circostanze previste dalla normativa applicabile, di opporsi al trattamento dei suoi dati personali. In tali casi l'Università si asterrà dal trattare ulteriormente i dati personali dell’interessato, salvo che l'Università stesso possa dimostrare l'esistenza di motivi legittimi cogenti per procedere al trattamento che prevalgono sugli interessi, sui diritti e sulle libertà dell'interessato oppure per l'accertamento, l'esercizio o la difesa di un diritto in sede giudiziaria.

Inoltre, in qualsiasi momento, l’interessato ha il diritto di:

* revocare il consenso eventualmente prestato, senza con ciò pregiudicare la liceità del trattamento basata sul consenso prestato prima della revoca;
* proporre reclamo al *Garante per la protezione dei dati personali* se ritiene che il trattamento che lo riguarda violi le disposizioni in materia di protezione dei dati personali.